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Introduction
Active Directory Certificate Services (AD CS) is a critical component of Windows Server
infrastructure, providing public key infrastructure (PKI) functionality for organizations. However,
AD CS can be a vector for significant security breaches if not properly configured and
monitored. Attackers can exploit various vulnerabilities and misconfigurations within AD CS to
achieve domain escalation, persistence, and certificate theft.

Domain Escalation Techniques involve methods where attackers leverage flaws in AD CS to gain
elevated privileges within the domain. For example, ESC1 exploits misconfigured certificate
templates that allow users to request certificates with higher privileges than intended. ESC2
targets weaknesses in the Certificate Enrollment Web Services to obtain certificates for
privileged accounts. Similarly, ESC3 involves manipulating weak permissions on template
changes to gain unauthorized access. ESC4 abuses the ability to specify user-controlled Subject 
Alternative Names (SANs) in certificate requests, enabling impersonation of privileged accounts.

Further escalation techniques include ESC5, which takes advantage of weak ACLs on CA objects
to issue high-privilege certificates, and ESC6, which uses NTLM relay attacks against AD CS HTTP
endpoints. ESC7 involves spoofing client authentication certificates to access privileged
systems. ESC8 abuses enrollment agents to request certificates for other users, and ESC9
exploits the Web Enrollment service for similar gains. ESC10 sees attackers setting up rogue CAs,
while ESC11 and ESC12 exploit cross-forest trusts and CA security downgrades, respectively.
Lastly, ESC13 focuses on compromising service accounts with enrollment rights.

Domain Persistence Techniques ensure that attackers maintain long-term access to the
compromised environment. DPERSIST1 uses long-lived certificates for continuous access, while
DPERSIST2 creates duplicate certificates to retain access even if originals are revoked.
DPERSIST3 involves adding hidden certificate templates that provide persistent, undetected
access.

Account Persistence Techniques help attackers maintain access to specific accounts. PERSIST1
uses certificates to keep access to high-privilege accounts despite password changes. PERSIST2
involves installing backdoor certificates on key accounts, and PERSIST3 leverages smart card
logon certificates to ensure continuous privileged access.

Domain Certificate Theft Techniques focus on stealing certificates and their associated keys to
impersonate privileged accounts. THEFT1 involves extracting private keys directly from
certificates, while THEFT2 leverages local admin access to steal certificates from user machines.
THEFT3 sees attackers compromising the CA database to extract certificate keys, and THEFT4
involves intercepting network traffic to capture certificates. Finally, THEFT5 exploits export
permissions to steal certificates from the CA or user machines.

To be the vanguard of cybersecurity, Hadess envisions a world where digital assets are safeguarded from malicious actors. We strive to create a secure digital ecosystem, where
businesses and individuals can thrive with confidence, knowing that their data is protected. Through relentless innovation and unwavering dedication, we aim to establish Hadess as a
symbol of trust, resilience, and retribution in the fight against cyber threats.



Document info

To be the vanguard of cybersecurity, Hadess envisions a world where digital assets are
safeguarded from malicious actors. We strive to create a secure digital ecosystem, where
businesses and individuals can thrive with confidence, knowing that their data is protected.
Through relentless innovation and unwavering dedication, we aim to establish Hadess as a
symbol of trust, resilience, and retribution in the fight against cyber threats. 

At Hadess, our mission is twofold: to unleash the power of white hat hacking in punishing black
hat hackers and to fortify the digital defenses of our clients. We are committed to employing our
elite team of expert cybersecurity professionals to identify, neutralize, and bring to justice those
who seek to exploit vulnerabilities. Simultaneously, we provide comprehensive solutions and
services to protect our client's digital assets, ensuring their resilience against cyber attacks. With
an unwavering focus on integrity, innovation, and client satisfaction, we strive to be the guardian
of trust and security in the digital realm.
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Conclusion
Active Directory Certificate Services (AD CS) is a vital component of enterprise security, providing
essential public key infrastructure (PKI) capabilities. However, the complexity and configuration
requirements of AD CS can create significant vulnerabilities if not properly managed. The
exploitation techniques for domain escalation, persistence, and certificate theft underscore the
critical need for robust security measures. Organizations must prioritize the secure configuration
of AD CS, implement stringent access controls, and conduct regular security audits to identify and
remediate potential weaknesses.

In conclusion, the security of AD CS is paramount to protecting an organization's Active Directory
environment. By understanding and mitigating the various attack vectors associated with AD CS,
enterprises can safeguard against unauthorized access and maintain the integrity of their systems.
Proactive management, continuous monitoring, and adherence to best practices are essential to
defend against sophisticated attacks targeting AD CS, ensuring the resilience and security of the
PKI infrastructure.
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